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Avira 



Building Blocks 

•  Focusing on the Source 
•  Rethinking Technology 
•  Inventing New Business Models 



We are the experts 



Today‘s Threats 



Threat Landscape 



Total overview 



Total overview 



Mobile PUA Threat 



Mobile PUA Threat 

Airpush 
•  Aggressive adware behavior 
•  Can use push messages to 

advertise 
•  Uses device and user information to 

personalize the advertisements and 
also location information. 

•  Read SMS 



Mobile PUA Threat 

Leadbolt 
•  Aggressive adware behavior 
•  Can use push messages to 

advertise 
•  Uses device and user information to 

personalize the advertisements and 
also location information. 

•  Read SMS. 



Mobile PUA Threat 

Revmob 
•  The RevMob framework uses 

sensible user and device data to 
customize the advertisements. 

•  Full screen advertisements get 
displayed during playing the game 



Who‘s watching you 



Boundaries in Cyber Space 

Snippet of Zeus 



Cutting Edge Solutions 



Protecting You in Today’s World 
The world’s best protection 

•  Super-fast scanning speed 
•  Highest detection rates 
•  Zero impact on the system Covers all devices 

 
Avira finds – and stops – emerging 
virus and malware threats 
 
Backed by a worldwide community 

•  100+ million users – and growing – www.avira.com 



Avira Solutions 



Avira Provider 



Avira Provider Key Features 
Avira Provider offers a Unique Business Model for Avira and Service 
Providers to Grow Revenue: 

•  Avira Provider is complete Ecosystem of for the Launching of Mulitple Services 
•  It is the only platform availble to launch all your applications 

•  You can launch your current applications or choose from our Catalogue or 
both 

•  Manage and Control your offering from the Control Pannel 
•  Third Party Applicaiton Developers continously adding to the ecosystem 
•  The Ecosystem is securing and scanned for Potentially Unwanted Applications 
•  Avira‘s own Award-Winning Security on offer too! 

•  Ability to drive revenue from 100% of your customers with Multi-Device 
Security 

•  In App Revenue: Safe Search, Offers and Premium Upgrades 
Cost Savings for Service Providers 

•  Now the  total cost of Onboarding Apps will be reduced 
•  The Co-Branded Launcher will allow Service Providers to ‘outsource’ this task to 

Avira  or manage themselves now for their whole ecosystem of App providers 



Avira Provider Key Features 
Brand Recognition 

•  The Launcher puts their brand visibly on the desktop and thus builds your brand 
value. 

Customer Engagement for Revenue Growth 

•  Avira will be able to provide communication tooling and consultative marketing 
support like no other partner with tooling such as In Product Messaging (IPM) and 
Global Mailing Systems (GMS), for example. 

Best in Class Technology 

•  As Avira owns the core award-winning AV technology and protection services, we 
will be able to you delight your end-customers. 

 



Avira Provider  

Installation starts 



Avira Provider  

Selection of packages 



Avira Provider  

Protected – overview 



Avira Provider  

My Devices 



Installing apps from Launcher  

Choose the app 

CREATE ACCOUNT 
 
 
 
USER: 
RUDY.SAVY@EMAIL.COM 
 
PASSWORD: 
Enter password 

Google Play / iOS Login screen  
(email prefilled) 

Premium account 
activated 



Solution Architecture 
1.  Multiple end user interfaces 

2.  Simple partner solution setup 

3.  Easy customization 

4.  Low maintenance effort 

5.  No hosting required 

6.  Service provider model 
7.  Apps/Software catalog 

8.  APIs for each service 

9.  Free/Premium products 
support 

10. Payment processing 

11. Partner control panel. 



Deutsche Telekom – Example 



Deutsche Telekom Launcher 



Thank You 


